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Services only, the Services delivered to You, subject to the restrictions set forth below. 

 

3.6 You, when applicable, will: (i) use the Services for your internal security purposes, (ii) be responsible for designating/authorizing 

customer users and (iii) will not, for itself, or any third party: (a) sell, rent, license, assign, distribute, or transfer any of the Services 

(other than to an Affiliate); (b) decipher, decompile, disassemble, reconstruct, translate, reverse engineer, or discover any source 

code of the software utilized by the Services; (c) copy any Software or Documentation, except that you may make a reasonable 

number of copies of the Documentation for your internal use (provided Customer reproduces on such copies all proprietary notices); 
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other party. 

 
6.2 Recipient Obligations. A party receiving Confidential Information will (i) restrict the use of the Confidential Information to those 

purposes necessary for the performance of the receiving party's obligations and the exercise of the receiving party’s rights under this 

Agreement, and (ii) during the term of this Agreement and thereafter, safeguard against disclosure of the Confidential Information 

to third parties using the same degree of 
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5. Applicable to Compliance Consulting Services: Should an SOW include compliance testing or assessment or other similar 
compliance advisory Services (“Compliance Services”), Customer understands that, although SilverSky’s Compliance Services 
may discuss or relate to legal issues, (i) SilverSky does not provide legal advice or services, (ii) none of such Compliance 
Services shall be deemed, construed as or constitute legal advice, and (iii) Customer is ultimately responsible for retaining its 
own legal counsel to provide legal advice. Furthermore, the Customer Reports provided by SilverSky in connection with any 
Compliance Services shall not be deemed to be legal opinions and may not and should not be relied upon as proof, evidence 
or any guarantee or assurance as to Customer’s legal or regulatory compliance. 

6. Applicable to Industry Standard Compliance Consulting Services: Should an SOW include industry standard compliance 
auditing, testing or assessment or other similar compliance advisory Consulting Services (“Industry Standard Compliance 
Services”), the Customer understands that SilverSky‘s Industry Standard Compliance Services do not constitute any guarantee 
or assurance that security of Customer’s systems, networks and assets cannot be breached or are not at risk. Industry 
Standard Compliance Services are an assessment, as of a particular date, of whether the Customer’s systems, networks, 
assets, and any compensating controls meet the applicable industry standards. Mere compliance with industry standards 
may not be sufficient to eliminate all risks of a security breach of the Customer’s systems, networks and assets. Furthermore, 
SilverSky is not responsible for updating its reports and assessments, or enquiring as to the occurrence or absence of such, in 
light of changes to Customer’s systems, networks and assets after the date that SilverSky issues its final customer report 
pursuant to an SOW, absent a Change Order or a separately signed SOW expressly requiring the same. 

 
 

 

 


